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When reflecting on this course, I have developed an understanding on secure coding practices and the best way to implement them. The best way to implement security measures during the development process is to adopt secure coding standards. Those coding standards are put in place for all developers and staff members to ensure that security measures aren’t left to be implemented at the end of project development. Aside from adopting security standards, automation tools can also be used to throw errors for any code that doesn’t meet the requirements of the coding standards. These automations are usually available for use on any IDE or CI/CD pipeline of the company’s choice.

After adopting a coding standard, if extra security measures are proposed, there needs to be a through evaluation of the risks and possible mitigations associated with that risk. Because implementing extra security measures can become costly, one would want to assess whether the risk of the data that is being used, and the risk associated with the familiarity of the company. Regardless of the cost associated, it will always be helpful to implement zero trust. Zero trust increases the barriers between a possible hacker and any important data that could be accessed. Instead of a hacker breaking a firewall and obtaining information, the hacker would then have to get through the firewall and then any encryptions that are present on data that is located on individual devices that her their own separate security measures.

Of course, with implementing any security measures, there need to be a process for getting the staff acclimated to these changes. The best way to go about this is with a soft rollout. One should start with implementing the small changes initially and then hosting a training course of some type to roll out the large changes. A small change would be the implementation of zero trust while a large change would be the adoption of coding standards and automation tools. Again, training courses and the review of policies would need to happen for every staff member to ensure that the changes are fully adopted into the staff members everyday practice.